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Abstract
This research argues that although software piracy has serious implications for the software industry and the economy, the topic receives very little detailed coverage in MIS textbooks. Software piracy has a significant impact on the software industry and on the economy as a whole. Lost sales due to software piracy amount to over $11 billion annually and lost taxes approach $1 billion annually. Current technology makes it a simple task for even a novice computer user to copy software and therefore, unauthorized software is not uncommon. The researchers conducted an evaluation of MIS texts and found that software piracy receives very little coverage in the texts. The research suggests that MIS faculty need to provide material to supplement the textbook coverage in order to provide adequate coverage of this serious issue.
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1. Introduction
Software piracy is the unauthorized reproduction of copyrighted software. The unauthorized copying may be done for personal use, business use, or it may be done to sell copies of the pirated software. The problem can be found wherever computers are used: in businesses, schools, libraries, and homes. The Business Software Alliance puts it bluntly when they point out that making unauthorized copies of software or downloading unauthorized copies of software via the Internet is against the law (Anonymous 2001a). The problem of making illegal software copies has been recognized in the computer industry for decades and has increased to match the growing use of computers (Wood 1998).

Software piracy cost the United States economy dollars, jobs, and tax revenue. The United States lost more than 100,000 jobs and over a billion dollars in tax revenue in 2000 due to software piracy (Anonymous 2001b; Johnston 2001). A study of Internet software auctions by the Software & Information Industry Association in March-April 2000 found that illegal copies accounted for 91 percent of the software being auctioned (Anonymous 2000a). It is predicted that if the rate of piracy continues unchanged, the U.S. economy will lose a total of 175,700 jobs and $1.6 billion in tax revenue by 2008. The available data on software piracy understates the total losses because the data is limited to corporate users and does not include illegal software used in homes and smaller business enterprises worldwide (Weiss 2000).

The National Retailers Federation estimates total retail sales at $3 trillion and places the total for all categories of inventory shrinkage (employee theft, shoplifting, vendor fraud, and errors) at $25 billion (Anonymous 1999a). The United States Census Bureau’s economic census places the total revenue for software publishers at approximately $62 billion (Anonymous 2000b) and the Business Software Alliance has found that the worldwide cost of software piracy reached $11.75 billion in 2000 (Anonymous 2001c). Thus, the theft of software as a percent of total software revenue far
We believe that unauthorized software copying is of particular concern to schools because it has been found that copying is more common in not-for-profit organizations than it is in business organizations (Taylor 1993; Athey 1990).

1.3 Research Statement
This research will argue that software piracy is an important issue for the software industry along with the importance of developing ways to teach our students how to identify and prevent software piracy in the future. The curriculum recommendations of both the AITP (formerly DMPA) and the ACM have included the study of ethical issues for IS majors (Couger 1989; Anonymous 1997a). Banerjee (1998) has noted that the inclusion of ethical issues in the IS curriculum is a viable deterrent measure against software piracy. The attitude among business faculty concerning unauthorized software copying will ultimately be passed along to their students (Taylor 1993).

2. THE STUDY

2.1 Text Analysis
A collection of Information Systems texts (Appendix A) was assembled for review and evaluation. The texts were selected by asking 11 MIS instructors to provide us with copies of texts that had used in teaching the MIS course. The group comprised 5 Full Professors, 4 Associates, and 2 Assistants. The textbooks represent those books that are used in IS core courses that are generally offered to all business students. Analysis of the texts was undertaken by the researchers to determine the extent of coverage afforded by these texts. Two instructors, both Full Professors, and three graduate business students evaluated the texts. The evaluation method was based on: (1) the model developed by the American Association for the Advancement of Science (Kulm 2001), (2) the technique employed by Leif (1994), and (3) the technique employed by MacDonald and Swearingen (1990). Appropriate coverage of an issue requires formal treatment in the text. The issue should be formally defined, and information regarding the issue should be developed under appropriate chapter or section headings. Such structure will result in citations in the Table of Contents, the Index, or both. Thus, the textbook analysis began with a review of the Index and Table of Contents for references to the issues under study.

2.2 Keywords
Because terminology will vary, a set of keywords was developed to represent the issues. The keyword list was developed after reviewing the MIS Quarterly Keyword Classification Scheme and web sites devoted to
software piracy by the Business Software Alliance, and the Software & Information Industry Association (Anonymous 2001a; Anonymous 2000a; Anonymous 1998b). The keywords are displayed in Figure 1.

The relevant text sections or chapters were reviewed and evaluated by the researchers and rated on a five point Likert scale as to the perceived depth and completeness of topic coverage. We were not looking for a specific prevention methodology as we reviewed the text materials; rather we were looking for some viable presentation of the issues and a model that includes both deterrence and detection and challenges the students to evaluate their personal ethical position. So a very important factor in reviewing the textbooks was the identification of material that would form the basis for class discussion of software piracy. That is, it is not so much the extent of the coverage but the probative value. The researchers hoped to find text material that would cause the student to come to grips with their own personal position on the ethics of making unauthorized software copies.

2.3 Keyword Categories

Analysis of the data for index citations revealed that the keywords should be combined into major groups because of the similar text material for various keywords. For example, software license, illegal, law, and license were all found to reference the same type of text material. The grouping of keywords into major categories for the data analysis is displayed in Figure 2.

3. FINDINGS

3.1 Keyword Citations

The results for the analysis of index citations are displayed in Figure 3. The frequency of index citations is somewhat encouraging. This statistic represents an effort to at least recognize the importance of this issue for future IT professionals. The term software piracy is found in the index of 72% of the textbooks in this study. At 67%, the word ethics is cited in a significant majority of the texts. Two other keywords, software licensing and copyright are found in the index of 50% of the textbooks reviewed for this project. The topic of intellectual property is found in 39% of the books.

Figure 3 reveals that software piracy and the associated ethical and legal issues are cited in most of the textbooks. However, the number of pages devoted to these issues is meager at best. The average page count...
for each of the keywords is seen in Figure 4. Ethics receives the most coverage but this typically includes discussions of privacy and personal use of company computers with little substantive discussion of software piracy.

When the researchers reviewed the actual text material the results were disappointing. The researchers rating by keyword is seen in Figure 5. The text discussion of the issues was rated using a 5-point Likert scale for depth of presentation and the inclusion of both deterrence and detection methods. A score of 5 would indicate exemplary coverage and a score of 1 would indicate minimal discussion of the issues.

3.2 Keyword Coverage
Figure 5 indicates that the coverage was minimal for all keywords surrounding unauthorized software use. The discussion is typically limited to a brief mention of the problem, copyright laws, and the ethics of software piracy. A few excellent examples were found that provided thought-provoking cases to challenge the student to examine their own personal ethical position regarding copying software, but these were the exception, not the rule.

4. CONCLUSION
The typical undergraduate business student will take only a single MIS course (Stephens 2001). The textbooks for this course provide a good foundation for the student to learn how to use information technology in business. However, this research suggests that MIS textbooks do not give software piracy the depth of coverage warranted by its significance for the IT industry. The literature clearly demonstrates that software piracy is a serious problem (Wood 1998; Weiss 2000; Gates 2001; Beekman 2001). The paucity of textbook coverage of unauthorized software copies suggests that classroom coverage of the issue depends on the willingness of instructors to provide supplementary materials.

Making students aware of the software piracy problem should not be a difficult part of our teaching job. Students should readily appreciate the seriousness of the problem when they learn the impact software piracy has on jobs. Johnston (2001) points out that 140,000 jobs were lost to software piracy in 1998. Beekman (2001) indicates that many people are simply unaware that copying software is illegal under federal intellectual property laws. A discussion of the laws and the ethical issues will not be difficult to incorporate in the MIS curriculum. The textbook discussion of these issues can be supplemented with resources found on the Internet (Anonymous 2001d; Anonymous 2000a; Anonymous 1999b).

The findings of inadequate textbook coverage of software piracy suggest the need for further research to uncover the extent of actual classroom coverage of this important issue by IT instructors. Questions for further research will include:

- Why do textbook authors and publishers not provide more coverage of software piracy?
- Are MIS instructors supplementing the text with additional resources to provide more extensive coverage of software piracy? If not, why not? If yes, what materials?
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